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IMPORTANT DISCLAIMER
ABOUT THIS INFORMATION

This book is for information purposes only. Do not attempt any of the techniques
shown unless under the guidance of a fully qualified professional. Always consult
your physician before engaging in any physical activity. Seek local legal
representation or counsel before attempting any methods discussed in this
report. The author assumes no responsibility for any injury that may occur as a
result of using these techniques. All of these techniques may ONLY be used in
justifiable circumstances where care is taken not to infringe local laws regarding
legal restraint and use of force.

YES! You DO Have Permission
To Distribute This Program

Just as Paul Revere rode through towns warning of impending danger, we need
to let those who are most receptive to protecting our freedoms know that our
liberty is being threatened.

Please feel free to forward your friends and family who will share your concerns
over to our website to get their own copy of this special report.
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From The Editor

Are you worried about your civil liberties?

Are you concerned about the increasing
militarization of police and the increasing stories of
unreasonable police brutality against often-innocent
citizens?

America’s transition from a society governed by we
the people to a virtual police state governed by the
strong arm of the law, in what some refer to as a
military-industrial complex, is a red flag for honest
upstanding patriots. In such an environment, the law
becomes yet another tool with the power to oppress
the people at will, legally and seemingly with no
recourse for those free people.

From recent laws instituted by our government to the NSA spying on virtually all
Americans’ private phone calls, to even more disturbing revelations about the
amount of military style equipment being given away to police and agencies that
shouldn’t need them, it's apparent that we’ve lost control of this massive monster
we call the government — and private citizens are being targeted every day by
those in power.

Personally, I'm alarmed by this, and | think you should be too. For that reason,
I've invited a constitutional attorney of national prominence to share his insights
with you. That’s what this report is all about, and | hope it makes you as worried
as this information as made me. We REALLY need to wake up and take notice
of these threats to our freedom.

As always, train hard, stay safe, and prepare now.

Yours in freedom & survival,

oo

ff Anderson
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Abhout The Expert

This report was prepared with the input of John }
Whitehead.

John is an attorney and author who has written,
debated, and practiced widely in the area of
constitutional law and human rights. His concern

for the persecuted and oppressed led him in 1982

to establish the Rutherford Institute, a nonprofit

civil liberties and human rights organization

whose international headquarters are located in .
Charlottesville, Virginia. There he serves as the
institute’s president and spokesperson.

John has written several books on the topic of
civil liberty infringement and the dangers of a
police state and an overpowering government.

He is one of the nation’s most vocal and involved civil liberties attorneys. He’s
earned numerous accolades and accomplishments for his outspoken fight to
educate our citizens on the threats that we face, not to mention how we can
protect ourselves.

You can find out more information on his work by visiting him online at:

www.rutherford.org
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Is Freedom Really Dying?

It's safe to say that the majority of Americans have their head in the sand and
take for granted that we’re led by a government of the people, for the people, by
the people.

Anyone claiming otherwise, anyone even hinting that there’s a deeper, darker
plan being carried out is, often just dismissed and labeled as some conspiracy
nut.

More and more people’s eyes have been opened lately, however, to the signs
that we are bordering on becoming a police state.

As we've seen in recent events, the last being the Ferguson, Missouri violence,
this is happening all across the country.

At issue is the militarization of the police.




The Department of Homeland Security is passing out tank-like vehicles called
MRAPs, or Mine Resistant Ambush Protected vehicles, which are 20 ton assault
vehicles used in Afghanistan to fight an armed enemy.

Homeland Security is also passing assault rifles, flak jackets, jackboots, helmets,
and StingRay devices for mounting on police vehicles.

This last is essentially disturbing.

Using these devices, they can drive through your neighborhood and download
everything you are doing on your cellphone and computer.

Devices like these act as fake cellphone towers.

Police, even in small communities, now have license plate readers, again handed
out to them by the federal government.

These collect 1,800 images per hour and can follow you wherever you are going.
That'’s just the start of the problems we face.

The NSA is downloading everything you are doing electronically.

They have your bank records.

They have your health records.

The Affordable Care Act and its demands for electronic health records has made
you even more vulnerable to government snooping.

Every time you use a credit card, wherever you go, everything is logged in.

The NSA admits to downloading almost 230 million text messages a day sent by
American citizens.

When you look at the overall picture, it is very clear that the government we now
have is not like the government we had 20 or 30 years ago.

It has dramatically changed, especially since 9/11.

The President can, if he thinks you are an extremist, strip you of your rights.
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The Department of Homeland Security has said that “extremists” can be almost
anyone.

They could be our very own military veterans and other people who don't like the
government.

They could be third-party voters and libertarians.
They could be groups like PETA.

The government can quite literally define anyone it wishes as a domestic terrorist
and then treat that person without the protections of the Constitution.

The Patriot Act

While it wasn'’t the start of our problems with Big Brother, these issues got a LOT
worse when the Patriot Act was enacted.

You’ve been told that the Patriot Act lets you government conduct warrantless
searches and wire taps of foreign terror suspects.

In this way, the American people were convinced that the Patriot Act would not
be used against THEM.

But the Patriot Act is used every day to target domestic groups and individuals
whom the government wishes to classify as “terrorists” or “extremists” so that the
Constitution can be ignored as government groups gather illegal “evidence”
against the targeted entities and people.

In June, 2013, Glenn Greenwald and James Ball, writing in the Guardian, pointed
out, “Top secret documents submitted to the court that oversees surveillance by
US intelligence agencies show the judges have signed off on broad orders which
allow the NSA to make use of information ‘inadvertently’ collected from domestic
US communications without a warrant... The documents show that even under
authorities governing the collection of foreign intelligence from foreign targets,
US communications can still be collected, retained and used. ...The procedures
cover only part of the NSA's surveillance of domestic US communications. The
bulk collection of domestic call records... takes place under rolling court
orders issued on the basis of a legal interpretation of a different authority,
section 215 of the Patriot Act [emphasis added].”
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That's right: The Patriot Act’s provisions are being used even now to justify the
use of intelligence on US citizens that is “accidentally” gathered in the course of
government spy agencies’ many other far-reaching surveillance programs.

The National Defense Authorization Act

What you must also understand is that the National Defense Authorization Act is
even more dangerous than the Patriot Act.

Under the National Defense Authorization Act, if you're considered an extremist
the President can come get you and take you away and put you in military
confinement, where you won'’t see your lawyer or your family.

According to the ACLU’s website (and yes, the left-leaning ACLU is no friend to
conservative Constitutional principles, but they often raise valid points when it
comes to government overreach in civil liberties that don’t have to do with guns),
the NDAA...

* Implements indefinite detentions per military force, without trial or charges
* Violates Supreme Court decisions that protect habeas rights

There are many other problems with the NDAA, which the ACLU describes as
“the federal law specifying the budget and expenditures of the United States
Department of Defense).

Every year, there are new provisions for the NDAA, and some of them
specifically target and eliminate YOUR civil liberties.

Now, you may be thinking, “This just has to do with terrorists... we have to protect
our nation.”

But according to the Department of Homeland Security, YOU are the terrorist.

A 2012 DHS internal study on terrorism described terrorists as those who are
“reverent of individual liberty (especially their right to own guns...).

It also targets third-party voters like libertarians, and members of the US military.

Veterans, in fact, are increasingly under attack from Big Brother as “dangers” to
others who should have their firearms rights stripped.
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Another favorite attack of the Big Brother’s forces is on the “extreme right wing,”
a phrase that really has no meaning but which plays well on the evening news.

According to DHS, the “extreme right wing” includes any group or individual who
believes “that one’s personal and/or national ‘way of life’ is under attack and is
either already lost or that the threat is imminent (for some the threat is from a
specific ethnic, racial, or religious group), and believe in the need to be
prepared for an attack either by participating in paramilitary preparations
and training or survivalism.” [emphasis added]

Wait, did you catch that?

You’re a member of the “extreme right wing,” according to the Department of
Homeland Security, if you are trying to prepare to survive when a collapse or
other emergency occurs.

That’s right: The same government that is encouraging people to prepare for
natural disasters and civil unrest through Ready.gov believes you are a
dangerous terrorist right-wing extremist if you actually do what they suggest you
do!

YOU are the terrorist.

Every last one of you.

YOU are being targeted by your government.
Are you furious yet?

When the news caught wind of the Department of Homeland Security’s attempt
to redefine anyone who might stand up against the current regime as a “terrorist”
and a threat, they tried to scrub the report.

Of course, the genie was already out of the bottle.

But then, the problem of government targeting its citizens for imprisonment and
murder is also already out of the bottle.
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SWAT Teams and No-Knock Raids

There are eighty thousand SWAT team raids occurring across America, 80
percent of these for warrant service.

It used to be that the warrant service officers would come to your door and
knock.

Now they come and bust in your door in the middle of the night, shoot your dog,
and put you and your family on the floor as if you were being attacked by masked
home invaders.

People are getting killed.

There’s also a disturbing number of raids in which these thugs are going to the
wrong addresses, brutalizing people, and leaving them without so much as an
apology, much less any accountability.

Even SCHOOLS have MRAP vehicles these days.
No one knows exactly why a University would need an MRAP.

When questioned, the police have a hard time explaining why they are armed to
the teeth with 5.56 millimeter assault rifles, body armor that makes them look like
stormtroopers, and enough surplus military hardware to retake Baghdad.

The problem is, once you arm SWAT teams with military gear, and they arrive at
your home in a tank, their psychology changes.

They stop seeing themselves as civil servants and stop seeing you as a citizen.

They start seeing themselves as beyond the law, and they start seeing YOU as
the enemy force.

Psychological studies prove this out.

Starting in the 1960s, our cops started viewing civilians as enemy combatants,
not fellow citizens deserving of protection.

People are being shot over almost nothing, standing in their own driveways.
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This used to never happen.

Now satire sites are writing headlines like, “Police pleasantly surprised to learn
man they shot was actually armed.”

If we don’t put a stop to this, it's only going to get worse... and we aren’t going to
be able to recognize the United States anymore.
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Let me take a minute to tell you the story of Brandon Raub.

More and more, our veterans are being targeted by our government, classified as
potential threats to this country, and automatically diagnosed as dangerous due
to post-traumatic stress disorder.

This is a crime, and it is a widespread mistreatment of our most selfless and
patriotic Americans.

A year or two before this writing, a fellow named Brandon Raub was typing at
home at his typewriter.

He had a home business and had just gone jogging.
He wasn'’t wearing a shirt.

He heard a noise outside and, as a veteran of Iraq and Afghanistan, he reacted
when he saw guys running toward his house in black ouffits.
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Eight vehicles pulled up into his yard.

He went to his screen door and someone told him, “Department of Homeland
Security” while flashing a badge.

Another guy was an FBI agent.

Still another was Secret Service.

There were local police there, too.

Brandon Raub demanded to know what was going on.

The agents hemmed and hawed before telling him that they were “concerned”
about something he had posted on Facebook!

Raub had been posting lyrics from rap and hip-hop groups.

He also didn'’t like President Obama’s overreach through executive orders and
had said so on Facebook.

The jackbooted thugs asked him to step outside.
They handcuffed his hands behind his back.

When he was being taken to the vehicles, they slammed him against a fence,
lacerating his back.

He was bleeding badly when he got to the police station and asked for medical
attention.

Instead, they put a shirt on him, one of those striped oultfits they give prisoners.
He said it stuck to his back when the blood dried.
It hurt very badly.

They put him in a jail cell and a psychiatrist examined him for five minutes before
determining that he “might be suffering from a mental illness.”

Why?

Because Brandon was slow to answer a question.
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He knew better.

He was a smart guy, and he knows you don't talk to a state official if you don’t
have a lawyer present.

When Brandon’s lawyer demanded to know what he had been charged with, the
police chief said Brandon hadn’t really been charged with anything.

Think about that... he had committed no crime.

They were just “concerned” about his Facebook posts.
They thought he might be mentally ill.

Brandon was committed to a mental hospital for a week.
His lawyer sued and got him out.

He’s going through the court system now, trying to sue the federal government,
but there’s no telling what will happen.

THAT is the Department of Homeland Security’s program, Operation Vigilant
Eagle.

They watch almost all Facebook posts.
Brandon Raub posted song lyrics.
He dared to question the government’s war on our individual rights.

In other words, he was daring to express, under his First Amendment protections
to free speech, his criticism of our government.

Using quack psychological “science” and political correctness, armed thugs
dragged him from his home and imprisoned him.

And all because he posted something on the Internet that questioned our
government.

According to a petition to Congress, “Despite the fact that the U.S. boasts more
than 23 million veterans who have served in World War |l through Korea,
Vietnam, the Gulf War, Iraq, and Afghanistan, the plight of veterans today, while
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often overlooked, is common knowledge: impoverished, unemployed, lacking any
decent health benefits, homeless, traumatized mentally and physically, struggling
with depression, thoughts of suicide, marital stress.

Making matters worse, thanks to Operation Vigilant Eagle, a program launched
by the Department of Homeland Security in 2009, military veterans returning from
Irag and Afghanistan are also being characterized as extremists and potential
domestic terrorist threats because they may be disgruntled, disillusioned or
suffering from the psychological effects of war.

As a result, these servicemen and women, many of whom are decorated, are
finding themselves under surveillance, threatened with incarceration or
involuntary commitment, or arrested, all for daring to voice their concerns about
the alarming state of our union and the erosion of our freedoms.

Brandon Raub is not alone.

A veteran from Kansas reported that he made a post on Facebook critical of the
government and got a knock on the door from two FBI agents the next day.

They threatened to deport him.
This man had formerly been in the Secret Service.

The FBI agents nonetheless told him, “You keep posting those kinds of things,
and we’ll take you outside the country.”

Well, these threats are happening EVERY DAY.

Just as what you say “can be used against you in a court of law”, as you saw in
the case of Brandon Raub, you need to closely Adjust What You Say Online,
which is Survival Key #1.

That includes your Facebook posts... forum and blog comments... and even
emails and text messages you may send.

Yes, | know that we all have 1% Amendment rights to free speech... and | don't
want to give that up.

It just means being “smarter” and thinking of your self-protection first and avoid
self-incrimination.
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There are attempts by our insane, out-of-control government to silence any and
all criticism while dividing Americans by classifying our most patriotic citizens as
“extremists” who must be locked away for the common good.

Don’t give them any more ammo than they need to put you in their crosshairs.

And that includes giving ammo to those around you...
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The government is also encouraging ordinary citizens to turn into snitches,
informing on their neighbors whenever they have the slightest suspicion about
those neighbors.

One New York woman exposed how rampant this “reward program” has turned
when DHS agents asked her to put up a sign in her security and military surplus
store, encouraging people to rat out anyone buying "prepper" items.

Now DHS is tagging people who are buying ammunition, gas masks, MREs, and
other goods you might be stockpiling for a collapse.

The fliers claim you'll get a reward if you turn in your neighbors to the New York
State Terrorism Tips Line to report this "suspicious activity."

It's all part of the “IF You See Something, Say Something" campaign that DHS
has been pushing for a while.

This is the kind of culture that was encouraged in Nazi Germany and in the worst
days of the Soviet Union.
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Did you know that 70 percent of the victims sent to concentration camps in Nazi
Germany were sent there after being informed on by their neighbors?

Which is why you need to Watch What You Say Off-line, which is Survival Key
#2.

While it's terrifying to think we live in a society where just trying to stockpile
supplies could get you branded a terrorist, the fact is, you shouldn't be telling
ANYONE that you are a prepper, and none of your neighbors should suspect this
fact.

if you S E Esomething S A\/something”

For example, if you have survival food, put it in plastic non-see through bins and
label them “Christmas Ornaments” or something common like that, so that
anyone who sees them doesn’t think “prepper”.

| know that sound paranoid, but this helps you a number of ways...

* People who are desperate will show up at your door after a collapse,
expecting you to take care of them if they know you're prepared.

* In along-term scenario, you can't afford to let others know that you have
what they need, because the more you share what you have, the less
you'll be able to provide for your own family.

* And not many people know that EXECUTIVE ORDER #10998 allows the
government to actually take over ALL food resources and farms — and that
includes YOUR food! Therefore, having known stockpiles of supplies
makes you a target for theft and confiscation.

The way society is changing should really trouble you.
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Hitler said that fear was the basic way to control people.
We are afraid of terrorist attacks.

If you look at the statistics, you are less likely to be killed by a terrorist than you
are to stumble on the sidewalk.

But our government drills into our heads that to keep us safe from terror attacks,
they have to spy on us, take all our records, watch our every move, and militarize
our police forces.

Even the coffee chain, Starbucks, was “officially” advised to be on the lookout for
suspicious activity... that included “paying with cash for your coffee”.

No, that’s not a joke.

The government is very suspicious of people who don’t use a credit card that
allows them to track all purchases and identify any “yellow flag” buys.

Cash = “you have something to hide” so Survival Key #3: is to Use Cash
“Strategically”.

That means using a credit or debit card for all of your “normal” purchases so as
not to flag the government that you're not making “enough purchases” — a yellow
flag.

However, there are times when cash CAN help you hide your tracks and your
preps, but you don’t want to go overboard on this.

Using cash in smaller increments for your desired purchases will help you stay
under the radar.

But what about if you want to order online for gear and supplies?

How can you hide your tracks so the government doesn’t know what you're
ordering or where it's going to?

This is a bit trickier, but at the same time, there are some simple things you can
do to accomplish this.

It's very “sneaky” — and too detailed to go into here — but you can do it with ease
and you can see how to do it step-by-step in our upcoming Freedom War guide.
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The Electronic Goncentration Gamp

We live in a society dominated by technology.

Our devices, our interconnectivity, are creating an electronic concentration camp.

There are several electronic threats of which you MUST be aware.

These are the ways your government is using technology to control and imprison
you, even though you think you are “free.”

The first and most obvious threat, of course, is that the NSA and other
government agencies are downloading everything we say and do.

The NSA parses information and then hands it out to other agencies.
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For example, if you make a Facebook post of you with an airsoft rifle and say, ‘I
like my gun,” you are automatically targeted for government scrutiny.

(Take that garbage off Facebook.)

Do you want a SWAT team smashing in your door in the middle of the night?
Even when it is off, your cell phone can be used to monitor you.

The NSA has admitted they can turn on your phone’s microphone.

They can activate the webcam in your laptop or tablet.

In fact, one case of Cassidy Wolf, a former Miss Teen USA, had her webcam
hacked and started receiving naked pictures of herself along with blackmail
threats.

What do YOU do in front of your computer’s built-in webcam that could be used
against you if it was viewed by government intelligence agencies? (Or sent to
your spouse... your friends... your employer?)

If a knucklehead neighborhood hacker can tie into a simple webcam, what do
you think the government’s capabilities are?

Survival Key #4: means you should Cover Up Your Computer’s Webcam
Lens any time you’re not using it.

All it takes is a folded business card or a tiny piece of duct tape to keep yourself
from being watched and recorded “on demand” by anyone.

Unfortunately, this may not be enough...

Government agency leaks also reveal that they can watch you through the new
generation of “smart” televisions.

Supposedly, some of the information being collected through technology is done
by private companies for marketing purposes.

But does it really matter who is collecting it?

They are watching you, all the time, no matter what you do.
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Google, the biggest corporate entity in the world, the most powerful search
engine company right now, is working with the NSA and the CIA.

They are developing a means to integrate all your electronic devices under one
cloud that will then be used to report on you.

You know those so-called “driverless cars” that Google is helping to develop?

Well, take your seat belt off at the wrong time and you'll be reported for a
violation of the law.

Then there are the drones.

The next generation of drones will have all kinds of scanning devices, all kinds of
weapons.

They’ll have tasers... rubber bullets... sound cannons.
They’re going to be used for traffic control.
You'll be driving along and a drone will fly over your car.

If you're texting illegally on your phone, they’ll be able to see that frequency and
automatically cite you for a violation.

Drones will become, and are becoming, an industry worth billions of dollars a
year.

This electronic concentration camp, this interconnected web of surveillance and
control devices that watches and reports on your every move, is very difficult to
escape from.

Google is working with the NSA, but Amazon just built a huge intelligence cloud
for all the intelligence agencies.

This enables these large, corporate entities to work with the government and
watch everything you are doing.

George Orwell predicted this when he wrote 1984.

The future world of “Big Brother” that he described is here now.
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It's just slightly more decentralized than he thought it would be.

What's really scary is that the average citizen takes for granted he can call up a
three dimensional map in Google Maps and look at the front lawn of any house in
the world.

That ought to terrify you.

Here’s the other thing people don’t understand...

The NSA has what they call their Five Eyes program.

It's nationwide—it’s part of their echelon program.

They have bases all around the world.

Great Britain, New Zealand, Australia, and Canada, all work with them.
They have bases there.

If you think you’re going to flee the American police state for another country,
then, you're wrong.

How are you going to get away?

Where are you going to go?

There are electronic devices everywhere and you need and use these every day.
The government can see everything you are doing.

Worse, it can send armed men to your door in the middle of the night to shoot
your dog and brutalize you.
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An Army 0f Jackbooted Thugs

First of all, let me state that I'm a strong supporter of “good cops” — which
comprise 99% of our nation’s brave law enforcement.

But you'd have to be living under a rock to not notice the increase in stories of
armored-up police “brigades” and unwarranted killings.

Now, it's easy for the average person to see individual incidents of police brutality
as isolated, rare events perpetrated by overzealous individuals.

But what we're seeing, instead, are the symptoms of the implementation of a
much larger initiative — one that is flying even under the radar of the officers
themselves.

Now, we’re not saying anyone is consciously designing that police state.

This happens automatically.
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It just happens when technology develops to make it possible.
Think about it:

The technology our government and law enforcement agencies have extends
their control.

The third leg of that control, the physical component, is our increasingly
militarized police force.

Forty percent of the equipment that police are getting across the country is new.
Large companies are making tons of money arming and equipping police.

It is a modern-day military-industrial complex, and at the end of the day it is about
control.

The Department of Homeland Security purchased 1.6 billion hollow point bullets
(which violate international law, by the way) for its internal use.

Infantry soldiers don’t use hollow point bullets because they violate the Geneva
Convention.

The Social Security Administration bought 200,000 rounds of hollow point bullets,
they said in a press release, to be distributed to 41 locations across America.

Why is that?
What is the plan here?

The truth is, the government doesn'’t like average citizens owning guns and lots
of ammo.

In fact, if you listen to the news reports after every mass-shooting by a domestic
terrorist, you’ll hear that police turned up “thousands” of rounds of ammunition at
the person’s residence.

This repeated reference to “thousands of rounds” programs people to think that
anyone with this amount of ammo is a “fanatic” and a possible threat.

Now you can get a box of five hundred .22 long rifle shells and in one day at the
range, go through the entire box, plinking away at cans and paper targets.
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So basically, if you own two boxes, you're now some “extremist”?

And | don’t know about you, but after the government’s big “ammo hording”
initiative that emptied ammunition shelves and made bullets more valuable than
gold, | think we all learned our lesson that stocking up on ammo isn’t just smart...
it's outright necessary these days!

Which brings me to Survival Key #5: Watch Your Ammo Stockpile.

Yes, you “should” be able to store as much ammo as you want for target practice
and personal protection, but you just gotta do it smarter.

You can HAVE thousands of rounds... but don'’t let anyone KNOW you have
thousands of rounds — and that means keeping your purchases off of your credit
cards that all filter back through the digital traps that monitor your every
purchase.

Buying with cash will help you accomplish this.
But to be truly secretive, there are some other steps you should follow as well.
And as far as your guns go, they’re not as “protected” as you may think...

The government knows that there’s a massive amount of guns out there and they
will cause them trouble when they try to exert their iron will on the people.

That’s one of the reasons why, during Hurricane Katrina, there was a door-to-
door firearm confiscation program “for the public good”.

Not only to protect from criminals who go around looting and shooting up into the
air at rescue helicopters...

... but from potential panic-based shootings from the more “responsible” gun
owners who painted a “Looters Will Be Shot” sign and stuck it on their front lawn.

Survival Key #6: Protect Your Guns

During any kind of crisis, don’t be one of the nit-wits that sticks up a “Looters Will
Be Shot!” sign on your front lawn and don’t march around on your rooftop or front
lawn with an AR-15 dressed in military gear like the Oath Keepers did during
recent riots.
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Yes, it worked... and the businesses they defended weren’t looted.

But there’s a better way to protect yourself and those you love without having to
broadcast to the police, military, and government that you're just itching to pull
that trigger... and are due a knock on your door to confiscate your weapons “for
the public good”.

When the SWAT team comes to your door, though, don’t think you're going to
fight them off.

They outnumber you, and there is an endless supply of them.
You are going to get shot and killed if you try to resist a SWAT raid.

Our government is completely paranoid about the resistance the average citizen
can offer, however.

That’s why there is this push to dominate, bully, and control citizens, under threat
of physical harm and death.

Now of course there’s always the government’s “gun registry” that keeps track
who owns what guns and how many.

But there are ways around this too. More on that soon...
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As bad as all this sounds, it's going to get worse.

Even a grassroots uprising can be put down very quickly, because the average
small-town police force has enough military equipment, assault rifles, and other
gear to lay waste to any group of rebels.

This attack on the United States and the American way of life, this attack on the
Constitution, this targeting of American citizens as “enemies” of an all-power
government, is a force that is not going away.

It absolutely IS NOT GOING TO STOP.

You must prepare yourself and your family individually while seeking to do what
you can locally and as covertly as possible.

The first step is to protect your very freedom.
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As we've seen, martial law — such as the lockdown of Boston after the Boston
bombings — has already been used and its methods are fine-tuned each time
this occurs.

That's why it's critical that YOU fine-tune how you survive during these times as
well.

The 1776 approach simply isn’t an option anymore.
They’ll just kill you if you try to fight them.
So what CAN you do?

James Madison, who was instrumental in writing the Bill of Rights, said we ought
to mistrust ALL those in government.

Government abuses its power.

It has from the beginning of time.

Here is a key principle:

First of all, know your rights.

How many Americans actually know what’s in the Bill of Rights?

The Bill of Rights is ten amendments. It has 462 words.

It should be easy to remember, but we don’t bother to educate ourselves.

If you look at all this as a national problem, it does seem overpowering and
overwhelming.

The key is to look at it as a local problem and work to change your personal
footprint — both online and offline — to avoid putting too many “blips” on the NSA,
CIA, FBI, and DHS “super-computers”.

The best way to do that is with Survival Key #7: Create A “Digital
Throwaway”.

This is the same tactic used by the CIA themselves to keep foreign governments
from knowing their true identity.
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For you, it can mean the difference between being on “the watch list” — targeted —
or going about your life with no one the wiser about how truly prepared you are.

Prepared for any crisis... disaster... or that “knock on your door”.

It's obvious times have changed, and creating a “digital throwaway” is now a
matter of survival for the most patriotic, self-reliant, and responsible citizens of
our society.

To discover how to do this step-by-step, we've created a complete guide that will
show you exactly how to do this no matter whether you've already failed at the 7
keys we've just outlined (no, it's NOT too late!) or are just opening your eyes to
the need to prepare and keep things a secret.

It's all covered in our “Freedom War: The Modern Minuteman’s Guide” that will
soon be released.

Stay tuned and as always...

Train hard... stay safe... prepare now.
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